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VFS UNIT ADMINISTRATOR

APPLICATION AND VERIFICATION FORM
THIS APPLICATION IS FOR USE OF A GOVERNMENT OWNED AND OPERATED COMPUTER.  UNAUTHORIZED ACCESS TO THIS COMPUTER SYSTEM AND/OR ITS SOFTWARE IS PROHIBITED BY PUBLIC LAW 98-473

This form is to be used by individuals seeking to be registered as a Unit Administrator for access to the CAD/PAD Virtual Fleet Support (VFS) System and its download/update server.  See page 2 for Instructions on completing this application,  a description of the duties and responsibilities of VFS Unit Administrator, and list of VFS Modules.  Additional security information is provided on page 3.  A UA is not an authorized user until they register at https://cadpad.ih.navy.mil/
SECTION 1. - VFS UNIT ADMINISTRATOR REQUEST - SURVEY 

The following information is required.

Last Name:

     
First:

     
Middle:

     
Rank/Title:

     

Fill in only the column below that describes your activity.

Military UA FORMCHECKBOX 

Civilian (Government) UA FORMCHECKBOX 

Corporate UA FORMCHECKBOX 

FMS UA FORMCHECKBOX 


Activity:


Activity:


Company Name:


Activity: 




CASE Number: 

Activity Org Code:


Activity Org Code:


Position/Job Function:


Position/Job Function:



Activity Unit Ident Code (UIC/RUC): 
Activity Unit Ident Code (UIC/RUC): 
CAGE Code:


Country:



Location: 
Location: 
Location: 
Location: 

Location UIC: 
Location UIC: 
Location UIC: 
Location UIC: 

Location Org Code: 
Location Org Code: 
Location Org Code: 
Location Org Code: 

Location Address:



Location Address:


Location Address:


Location Address:



Phone Number:


Phone Number:


Phone Number:


Phone Number:



Mailing Address:


Mailing Address:


Mailing Address:


Mailing Address:



UA email: 
UA email: 
UA email: 
UA email: 

Activity Level:


Position/Job Function:


Supervisor Name:


CASE Supervisor:



Wing Command:






TYCOM: 




List additional activities your activity is authorized to place orders for: 

     



Are you a U.S. Citizen?   FORMDROPDOWN 


Last 4 digits of SSN:      

I have read and understand the roles and responsibilities of VFS Unit Administrator as described on page two of this request and agree to execute them in a professional manner, consistent with VFS and other DoD computer policies.
Signature:

Date:

SECTION 2. - VFS UNIT ADMINISTRATOR VALIDATION 

The following information is required for the individual validating the Unit Administrator Request above. This is the immediate supervisor, case supervisor, or other immediate administrative supervisor of the requesting individual.

Last Name:      

First:      
Middle:      

Rank/Title:      

Position/Job Function:      

Activity Level:      

Are you a U.S. Citizen?     FORMDROPDOWN 


Mailing Address: 
     
     


Email address:      
Last 4 digits of SSN:     


Phone #:      

DSN #:      

Commercial FAX #:      

DSN FAX #:      

I have reviewed the information provided above and recommend this individual to serve as VFS Unit Administrator as defined on this application.
Signature:

Date:

Instructions for completing this application for Virtual Fleet Support Unit Administrator

1.
Read the roles and responsibilities section below.

2.
Complete Section 1 of this application.

3.
Have immediate supervisor validate your application by completing Section 2 of this application. 

4.
Select the VFS Module(s) below that are accessed by users at your Activity – Section 3.

5.
Have Activity commander or ISSO endorse this application – Section 4.

6.
Return this completed application by one of the following methods.  DO NOT EMAIL!
Mail to:   
Commanding Officer (Code 5310P)



Naval Surface Warfare Center, Indian Head Division



101 Strauss Avenue



Indian Head, MD  20640

FAX:

301-744-6699

7.
Please direct questions to Harry Dugan, at 301-744-2241 or DSN 354-2241


SECTION 3. - VIRTUAL FLEET SUPPORT APPLICATIONS (Modules) AVAILABLE

Please select applications accessed by your activity.

 FORMCHECKBOX 

Web Ordering
 FORMCHECKBOX 

Stock Pile
 FORMCHECKBOX 

ProcData
 FORMCHECKBOX 

Production Data
 FORMCHECKBOX 

Dev Qual

 FORMCHECKBOX 
 
Tech Manual
 FORMCHECKBOX 
 
Action Tracking 


(ATS)
 FORMCHECKBOX 

Eng CM
 FORMCHECKBOX 

LAT/Ballistics
 FORMCHECKBOX 

Test Data

 FORMCHECKBOX 
 
EI/QDR
 FORMCHECKBOX 

ILSMT/FST  

       Registration
 FORMCHECKBOX 

Disposal   

       (DDA)
 FORMCHECKBOX 

DMO 


(Production Tracking)
 FORMCHECKBOX 
 
Training

 FORMCHECKBOX 

SLE Requests
 FORMCHECKBOX 

SLE Reports
 FORMCHECKBOX 

FMS
 FORMCHECKBOX 

Trace Life Support
 FORMCHECKBOX 

Trace Life Support 

       (Read Only)

 FORMCHECKBOX 

COREDATA


(LSA)
 FORMCHECKBOX 

COREDATA


(LSA) Read Only
 FORMCHECKBOX 

OE
 FORMCHECKBOX 
 Trace CAD/PAD
 FORMCHECKBOX 
 Trace CAD/PAD

       (Read Only)

Roles and Responsibilities of VFS Unit Administrator

Each functional unit shall assign at least one Unit Administrator (UA) to conduct the following tasks to support users of VFS at that activity.  For a list of activities, instructions on downloading software, and VFS module descriptions, please visit the VFS website at https://cadpad.ih.navy.mil/
1.
Download VFS client software (basic installs and updates) from VFS FTP website.

2.
Coordinate Installation of software with local Information Systems personnel 

3.
Monitor local roster of users (Approve new, close-out old)

SECTION 4. - VFS UNIT ADMINISTRATOR ENDORSEMENT SECTION

The following information is required for the individual endorsing the Unit Administrator Request above.  The Activity Level commander or Information Systems Security Officer makes this endorsement.

Last Name:      

First:      
Middle:      

Rank/Title:      

Position/Job Function:      

Mailing Address:
     
     


Email Address: 
     
Last 4 digits of SSN:     


Commercial Phone #:      

Commercial FAX #:      

I have reviewed this application for Unit Administrator and endorse this selection.
Signature:

Date:

Security Information

· Public Law 98-473, Chapter XXI, Paragraph 1030 provides that: Whoever knowingly accesses and obtains, uses, modifies, destroys, discloses, or prevents authorized use of data or a computer owned by or operated for the Government of the United States shall be punished by a fine or imprisonment or both. The punishments range from a monetary fine to 10 years in prison, depending upon the nature and extent of the violation. 

· Registering for a User ID and Password constitutes consent to auditing and monitoring and agreement to comply with all applicable regulations and directives. 
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